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KEY TAKEAWAYS
 � MedTech companies have an opportunity to harness social data for commercial and 
clinical insights, as well as patient safety.

 � Complaint management is an integral part of a quality management system. 

 � IQVIA’s Vigilance Detect automatically connects social media data with SmartSolve’s 
eQMS.

 � Automated social media monitoring solutions keep complaint systems “lean and 
clean.”
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In recent years, the volume of activity on social media has grown and new social platforms are 
constantly emerging. These communication channels are increasingly important to MedTech 
companies. Consumers often use social media to share information about potential product 
complaints and adverse events. 

Automated social media monitoring systems are making this data accessible and usable to the 
MedTech sector. These solutions capture and mine information on social media platforms in near real 
time, for further assessment and processing, with the goal of improved patient safety and maintaining 
regulatory compliance, while minimizing the amount of irrelevant data in safety databases and quality 
management systems (QMS). 

CONTEXT
Panelists from IQVIA discussed how IQVIA connected intelligence leverages social media and a 
quality management system to improve safety and early detection, enhance product surveillance, 
shorten cycle times by finding issues sooner, and improve regulatory compliance.

KEY TAKEAWAYS

MedTech companies have an opportunity to harness social data for commercial and 
clinical insights, as well as patient safety.

The MedTech industry is evolving rapidly and facing unprecedented regulatory complexity. The 
pandemic has prompted an increase in the publication of regulations and guidances. Gathering 
relevant information is key to developing and maintaining a regulatory strategy. 

Unfortunately, many regulatory personnel are bogged down with repetitive manual tasks that distract 
from more valuable strategic and proactive work. In addition, information silos are commonplace. 
Teams need easy access to up-to-date information and a knowledge base enabled by technology. 

In addition to the dynamic regulatory environment, the safety landscape is also evolving quickly. An 
ongoing trend is democratization of safety reporting through technology. Reporting adverse events or 
product dissatisfaction has become mainstream and regulators are encouraging patient and consumer 
engagement in reporting side effects and issues with products. They are calling for real-world 
evidence to play a significant role in regulatory decision making. Customer-centric mechanisms of 
reporting include conversations on social platforms, audio transactions, digital assets like virtual AI 
agents and wearables, and more. 

Organizations are at a pivotal point of understanding how to harness the 
growing social data for commercial and clinical insights and for the long-term 
benefit of patient safety. This extends to complaints and how organizations 
manage them in this evolving safety and regulatory landscape. 
– Marie Flanagan, IQVIA
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TS Figure 1. Regulatory Complexity is Growing

Complaint management is an integral part of a quality management system. 

Quality management systems establish and maintain procedures for receiving, reviewing, and 
evaluating complaints by a formally designated unit. Any complaint involving the possible failure of 
device labeling or packaging to meet specifications must be reviewed, evaluated, and investigated. 
Complaint management consists of multiple workflows.

Figure 2. Complaint Management Workflows
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TS Companies face a variety of challenges related to complaint management, such as:

 � Inconsistency in data and inefficiencies in data processing, since inquiries come from many 
different, unrelated sources

 � Timely awareness of incidents which is needed to satisfy regulatory reporting requirements

 � Difficulty understanding global regulatory reporting requirements

 � Problems acting on meaningful data for product or process improvements

At a high level, a complaint management system enables users to streamline both complaint handling 
and regulatory reporting. 

Figure 3. Key Functionality in a Complaint Management System

Complaint management can be used as a tool to support continuous quality 
improvement by identifying early signs of subpar supply chain components. 
Complaint data often provides critical feedback into design, manufacturing, 
supplier, and risk-management processes.
 – Donna Smith, IQVIA
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TS IQVIA’s Vigilance Detect automatically connects social media data with 
SmartSolve’s eQMS. 

Vigilance Detect automatically identifies potential product complaints and potential adverse events, 
while removing noise from social data. Relevant information is sent via an integrated workflow to 
SmartSolve’s complaint management module for review and validation. Processing happens within 
seconds. 

From the moment that someone tweets on a brand page to the time that it 
appears in the SmartSolve complaint module—that process takes just a few 
seconds.

– Sanmugam Aravinthan, IQVIA

When data is sent to the Vigilance Detect platform from a social media post, it includes mapping to 
MedDRA (Medical Dictionary for Regulatory Activities) coding. That information can also be sent to 
SmartSolve. 

Clients using Vigilance Detect and SmartSolve see reduced volumes of irrelevant data hitting their 
safety databases and the eQMS complaints module. Behind the scenes is a GxP-compliant, fully 
validated solution. The timestamped audit trail demonstrates that organizations proactively reviewed 
social data and took action when they found something.

Figure 4. IQVIA’s Technology Rapidly Identifies Valid Safety Events Within Social Media Data 
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TS Automated social media monitoring solutions keep complaint systems “lean and 
clean.” 

An effective social media monitoring system has four characteristics:

1. Mature established technology to provide a seamless, integrated workflow

2. Human expertise to combine and connect technology and optimize processes

3. Natural language processing technologies and ontologies customized to the specific product and 
customer needs

4. A flexible solution that adapts to an evolving landscape

Organizations that deploy automated social media monitoring see benefits in three key areas:

1. Efficiency. Professional resources are freed from manual reviews and data updates from social 
medial channels. Cycle times are shortened, since real issues are found sooner. 

2. Quality. The “noise” is minimized. In addition, records that require review are separated for human 
intervention. Safety is improved via early detection and overall compliance.

3. Future proofing. Organizations can scale without adding to headcount. Operations are enhanced 
through better market surveillance and qualitative perspectives. 

CONCLUSION
Quality and Regulatory teams in the MedTech sector recognize the power and the challenges 
associated with social media. These platforms contain important commercial and clinical insights that 
may be directly related to patient safety. However, unifying information from such an expansive data 
source is yet another task for overburdened compliance professionals. 

Automated social media monitoring tools like IQVIA’s Vigilance Detect and SmartSolve streamline data 
gathering and analysis processes. They reduce the noise associated with social media content, 
making it easier to rapidly identify potential adverse events and reducing the volume of irrelevant 
information in eQMS-complaint modules. The result is a GxP compliant and fully validated source of 
real-world data that supports regulatory compliance and safety surveillance.
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