
Drug safety surveillance, by the numbers

In 2022 alone, Vigilance Detect processed millions of pieces of unstructured 
data for leading manufacturers. With Vigilance Detect, you receive a fully CRF 
Part 11 compliant process and outputs that flow seamlessly into any 
downstream case processing workflow.

IQVIA Vigilance Detect

Manufacturers use Vigilance Detect to identify robust safety patterns 
across social media, human-bot or human-human calls, patient support 
programs, and much more. 

Three ways pharma companies are using tech to detect 
adverse events 

Multichannel Pharmacovigilance: How AI and 
NLP Support Drug Safety Monitoring

Infographic

The potential of AI and NLP

AI and NLP tools work symbiotically — AI as the automation engine 
and NLP as the recognition apparatus for adverse events.

Social media 

• Detect slang and emojis (ouch and groan)

• Interpret multiple languages e.g., 
English, Spanish, and Japanese

• Account for country-specific regulations (FDA, EMA)

Of 8.1M social/digital records, 
Vigilance Detect moved 66% of redundant 

data out of human workflows.

Voice calls 

• Identify instances of adverse events, product complaints 
and off-label use

• Automate voice-to-text transcription

• Pinpoint safety events in unstructured audio files

Across more than 60,000 calls, Vigilance Detect 
achieved 94% efficiency over manual methods.

Remediation activity 

• Search safety databases, vendor documents, call center 
files, PDFs and more for unreported adverse events

• Respond to concerns identified during 
regulator audits

• Quickly meet regulator deadlines

Vigilance Detect found 100% of undetected 
adverse events for one large pharma company, 

according to manual audits by a third party.

Regulators such as the EMA and FDA require drug manufacturers to 
screen for and report potential adverse events — but with the high 
volume of company-owned data these days, how?

Between social media chatter, call centers, CRMs, and other channels, 
the ecosystem of unstructured data is complex and broad. Fortunately, 
automation can help through artificial intelligence (AI) and natural 
language processing (NLP).

Social media CRMs Online

Third-party 
vendor systems

Internal 
data systems

Call center 
audio files

Unstructured 
information

Identifies text and 
spoken words suggestive 

of adverse events or 
potential safety risks

NLPAI
Establishes rules 

for what an adverse 
event looks like

180,000+ 
virtual assistant/
chatbot interactions

100,000+ 
emails and PDFs

60,000 
audio files

Be more vigilant

Navigate a rapidly expanding landscape of pharmacovigilance challenges 
with automated detection of adverse events. Learn how to get started 
with Vigilance Detect at iqvia.com/vigilanceplatform.

1. IQVIA Vigilance Detect Sources

4M+ 
digital records processed

3M+ 
social media posts

1M+ 
CRM records

CONTACT US
iqvia.com/vigilanceplatform

https://www.iqvia.com/solutions/integrated-global-compliance/safety-and-pharmacovigilance/iqvia-vigilance-platform/iqvia-vigilance-detect
https://www.iqvia.com/solutions/integrated-global-compliance/safety-and-pharmacovigilance/iqvia-vigilance-platform/iqvia-vigilance-detect
https://d12v9rtnomnebu.cloudfront.net/paychek/IQVIA_Vigilance_Detect_Sources.pdf
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What does 
IQVIA  
Vigilance  
Detect  
support?  
 
The rapid identification and 
validation of safety risk in  
any data set 


Any source, any volume, any 
language, any deadline 


Drives down cost by decreasing 
size of safety staff


Automatically detects Adverse Events and other 
potential risks in structured and unstructured data


Datasets that are typically processed include:


✓ Email 
✓ Patient support programs 
✓ Patient/HCP Reporting 
✓ Non-interventional programs 
✓ Market research (surveys, interviews, etc.) 
✓ HEOR 
✓ Vendor-supplied files and documents 
✓ PDF, PPT, Word, Excel, DB files, etc.


Business Lines that are typically served include: 


✓ Social media 
✓ Digital apps 
✓ Websites, Banners, SMS 
✓ Safety Database 
✓ CRM Systems 
✓ Quality Management Systems 
✓ Literature 
✓ Call centers, AI Agents 
✓ Audio Files 


✓ Commercial 
✓ Medical 
✓ Patient 
✓ Clinical 
✓ Safety 
✓ Quality







© 2023. All rights reserved. IQVIA® is a registered trademark of IQVIA Inc. in the United States, the European Union, and various other countries. 3


Proven Industry Leading Performance
Differentiators


Dedicated client 
teams provide


24/7 Coverage Average Review <1hr Support 50+ Languages


500K+ 
Safety-specific terms and 
patterns


Audio Files  


60KAward-Winning Solution


10+ Years 
As the leading compliance 
solution in the industry


4M+ Digital records 
processed


Social media posts


CRM records


3M+  


1M+
Virtual assistant / 
chatbot interactions180K+


Emails and PDFs 100K+ 


Annual Metrics (2022)


>60% noise 
removed from the safety 
workflow


94%  
time savings achieved with 
audio files
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Source: Anonymized client_VTT_Statistics


CASE STUDY


Detect Voice 
Audio File Review for Top 10 Pharma


• To comply with global safety regulations, a customer was required to monitor 
Human-Bot call interactions to identify potential safety risks 


• Customer identified likelihood of off-label use and needed a mechanism to 
report onwards to safety 


• They knew that a blizzard of calls was likely due to insurance policy renewals 
but could not predict or resource for that eventuality 


• Manual review of calls was not a consideration and customer sought a  
cost-effective technology solution to remain compliant


Situation


• 94% efficiency gain, zero missed events 
• 60,000 calls/year (equating to 1,817 days of 


audio) managed with 1.3 FTE allocated daily (vs. a 
team of 22 FTE required without Detect Technology) 


• Volume surge of 2,095 with 1-day deadline 
was processed with 9 FTE (vs. 204 FTE required 
without Detect Technology)


Results
>30 million
Transcribed words


98%
Transcription 


accuracy 


94%
Efficiency  


over manual 
methods


>60,000
Calls


• Detect Voice was quickly implemented to automate the review of audio files 
• Key features included voice-to-text transcription, IQVIA’s unique set of 


safety ontologies (NLP), bulk processing, entity extraction, confidence scoring 
and a safety-centric workflow 


• Detect ingested the AV files and provided an output to human reviewers to 
validate for relevance to safety workflow


Solution
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Transform your ‘Business As Usual’ call center operations and strengthen  
your business continuity plan


Detect Voice


BCP


FT
E


 re
qu


ire
d


Without detect With detect


9.0


204.0


Volume surge  
2,095 call bolus received with  
1-day turnaround (SLA)


Day-to-day 
60,000 calls/year managed  
with 1.3 FTE


CASE STUDY


Voice 
Audio File Review for Top 10 Pharma


Transformation 
Reimagine your call center operations 
1. Use technology exclusively for  


Quality Control 
2. Support your agents with highlighted 


transcripts for review, precisely 
pinpointing potential safety risk 


3. Minimize noise and time wastage  
for your agents 


4. Scale and flex without adding  
to headcount and without 
compromising compliance


BAU


FT
E
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d


Without detect With detect


1.3


22.0
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Case Study 
(Remediation) EMA audit – Patient 
support program
Situation 


• EMA audit uncovered that a top pharmaceutical company had overlooked 
80,000 serious AEs including 15,000 related to death  


• Client needed a solution to rapidly detect unreported AEs from documents, 
call center notes, social media, market research projects, and surveys 
conducted by agencies  


• There was a 30-day deadline to audit high-risk vendors with 150,000 different 
documents and sources of data 


Solution  
• Detect was deployed to process and find AEs within 1.5 million total pages in 


various structured and unstructured forms (PDFs, Word docs, Excel docs, 
CRM databases, and survey data)  


• Pharmacovigilance analysts conducted a systematic and manual review of all 
records identified by Detect as high-risk


• Detect identified 5,939 previously undetected AEs from the records  
• Three manual audits by a third party confirmed that zero AEs were missed  
• Client met the 30-day deadline imposed by regulators 


Result
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Of 8.1 M social/digital records, AI moves 66% 
out of the workflow. 


26% are routed for manual review to: 
1) validate identified events  
2) review AV and EURL records 


Benefit is felt in the reduced volume of 
irrelevant data hitting the safety database/
eQMS complaints module.


Social Media {Case Study} 


Rapid identification of valid 
safety events


AI (NLP) and de-
duplication


Intuitive dashboards 
and data analytics


End-to-end workflow 
and audit trail


Human 
Review


74% 
Technology  
Solution embedded with robust 
safety specific patterns 
including slang, emoji 
character recognition


26% 
Human Review 
Identified valid safety events 
from false positives and 
reviewed AV/EURL files 
Assisted machine learning







